
Web traffic and security threats are always on the up, 
so it’s crucial to keep your network secure and prioritise 
your traffic while having the visibility to manage business-
appropriate websites. A next generation SonicWall firewall 
- fully-managed by Probrand - provides business-class 
threat protection, advanced networking features and 
configuration flexibility. And everything will be managed 
by a team dedicated to you, for a single fixed monthly 
cost.

Protect your business without thinking about it

● Fully managed approach  
● Standard solution installed by Probrand and  

tailored to your needs*
● Centralised, secure environment for end users to focus on 

business
● Protection at the perimeter of your infrastructure

Let us improve your web service delivery

● Manage internal abuse of internet access
● Protect against security threats
● Prevent employees accessing inappropriate sites and social 

networks
● Improve service to users with a market leading solution

Drive out cost

● Drive down capital expenditure and manage operational 
costs 

● Release time for your IT staff to focus on bigger issues
● Reduce down time associated with viruses, spam  

and malware

A Probrand managed service 

● Configuration of solution at installation*
● Configuration changes managed by us as  

part of service
● Detailed monthly reports on inter alia bandwidth utilisation, 

internet access, site visits 
● Proactive management of software updates

Managed Firewall
24/7 market-leading security for your IT network

probrand.co.uk      0800 262629

MANAGED IT SERVICES

Managed Firewall at a glance 
A solution that gives application visibility and control, 
bandwidth management, and the highest throughput of any 
firewall with all services enabled. 
An approach that makes sense on the bottom line:

● Application control and visibility - Identify the applications 
that are utilising your bandwidth: Skype, Facebook and 
BitTorrent for example – see what was previously secret.

● Web filtering - Log and control unwanted applications 
and setup filtering policies against specific user profiles. 
Prioritise role-based access to systems or environments.

● Wireless access management - Control, maintain 
and optimise wireless access in your environment. 
Automatically manage share of bandwidth fairly amongst 
users and improve user WiFi experience.

● SSL VPN and remote access (optional) – Improve security 
with two stage ‘tokenless’ authentication and a secure 
tunnel for remote access if needed.

*Install based on standard firewall setup. See extended 
specification for further details.
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Managed Firewall

Gateway security
Gateway antivirus, anti-spyware, intrusion prevention, 
and application intelligence  
and control service delivers intelligent,  
real-time network security protection  
against sophisticated application layer and  
content-based attacks. This includes viruses, spyware, 
worms, and more. Configurable tools prevent data 
leakage and enable visualisation of network traffic.

Bandwidth management and control
Bandwidth resources prioritised to critical inbound 
and outbound network traffic and application usage 
to improve network performance. Guaranteed 
minimum bandwidth for priority traffic based on 
access rules created in the Firewall. 

Granular control
Application intelligence and control provides granular 
control and real-time visualisation of applications 
to guarantee bandwidth prioritisation, prevent 
data leakage, and deliver more precise control over 
network traffic.

Content filtering
Content filtering service blocks multiple categories 
of objectionable web content and provides the ideal 
combination of control and flexibility to ensure the 
highest levels of productivity and protection.

Reporting
Access highly customisable, easy-to-read reports 
and graphical illustrations of network activity like 
bandwidth utilisation and observed threats. 

Automatic configuration backups
Configuration updates and backup are managed by 
Probrand automatically.

What our customers say

We have unlocked the ability to more easily control 
which users access the internet, when and for 
how long; again, opening the door for increased 
productivity. We get a full management report every 
month with a complete break-down that makes 
employee activity transparent, allowing us to make 
better business decisions faster.

 James Ellis, Aston Manor Brewery

Why choose Probrand?

● Probrand is your digital marketplace for hassle-free 
procurement of IT products, services and solutions, backed 
by sector specialists and technical experts 

● Award-winning infrastructure and managed  
IT service experts 

● SonicWall ‘Outstanding Integrator of the Year’ 
● Largest in-house team of SonicWall qualified engineers in 

Europe
● SonicWall Gold Partner
● 92% customer contract retention

Ask us about Wireless LANs and remote access 
to unlock a more connected business. 

Optional 24/7 support
Onsite hardware repair and replacement and 8+5 
support included. Minor change requests taking less 
than one hour included. Optional 24/7 service for 
round-the-clock telephone and web based support.

MANAGED IT SERVICES


